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Abstract—The influence of artificial intelligence technology, infrastructure, and human resource competence on Internet access networks has been examined in a scientific publication, which is the outcome of a literature review in the information systems sector. The purpose of this study is to generate an influence hypothesis related to factors that can be applied in further investigations. The research's subjects include academic media, Google Scholar, Mendeley, and online libraries. Publicly accessible e-books and e-journals are the source of the research methodology that makes use of library institution searches. The following is a descriptive qualitative analysis of this article's findings: The influence of artificial intelligence technology on networks for Internet access, the influence of infrastructure on networks for Internet access, and the Influence of HR Competency on Internet Access Networks. Research findings regarding the impact of advances in infrastructure, human resource competence, and artificial intelligence technology on Internet access networks include improving user experience, extensive network scalability, increasing network efficiency and security, as well as increasing human resource knowledge and developing network architecture research findings regarding the impact of advances in infrastructure, human resource competence, and artificial intelligence technology on Internet access networks include improving user experience, extensive network scalability, increasing network efficiency and security, as well as increasing human resource knowledge and developing network architecture.
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I. INTRODUCTION

Over the last ten years, Internet network access has experienced extraordinary developments. These developments have occurred in various ways, such as speed, availability, technological innovation, and how these developments have impacted society as a whole [1]. On this page, we will discuss the major changes that have occurred in internet network access conditions over the last ten years.

First, in the last ten years, internet speeds have increased rapidly. With the widespread adoption of technologies such as fiber optics, 4G, and 5G, higher internet speeds have become the norm. However, at the beginning of the decade, internet speeds commonly accessed by ordinary users were only around a few megabits per second [2]. With much faster download and upload speeds, users can easily access multimedia content and stream high-quality videos without interruption. Second, in the last ten years, the number of people who can access the Internet has increased significantly [3]. Many countries that previously did not have internet access have attempted to expand their network coverage. They do this by building new fiber optic cable infrastructure or providing wireless internet access [4]. This has enabled more people around the world to connect to the Internet, improving global connections and reducing the digital divide between developed and developing countries.

In addition, internet network access conditions have been greatly changed by technological advances. Developments such as the Internet of Things (IoT), cloud computing, and artificial intelligence have paved the way for new applications and services that require Internet connectivity [5]. For example, internet-connected smart homes allow users to use their smartphones to control electronic devices, temperature, and home security. In the same way, advances in virtual reality (VR) and augmented reality (AR) technologies have created new experiences in the gaming, education, and entertainment industries. In a social context, wider and cheaper internet access has changed the way we interact and communicate with each other [6]. Many people use social media in their daily lives because it allows them to connect with friends, family, and other communities. Apart from that, the Internet has also helped a lot in social and political change, such as social movements, demonstrations, and advocacy campaigns. Although the last ten years have seen major advances in access to networks, there are still challenges that need to be overcome. One of them is the digital difference between urban and rural areas [7]. Although the number of people who can access the Internet has increased, some remote and rural areas still face difficulties in getting reliable and cheap Internet access. As more and more data is generated and shared over the Internet, privacy and security issues are also becoming a concern.
Artificial intelligence (AI) technology has drastically changed the landscape of infrastructure and internet access in the last few decades. With its ability to process large amounts of data and generate a deep understanding of complex patterns, AI has become a major factor in increasing the efficiency, speed, and availability of internet access networks [8]. The impact of AI on network infrastructure has enabled the development of a variety of new solutions to improve the quality and reliability of Internet services [9]. Starting from automating network maintenance to predicting disruptions [10], AI has enabled internet service providers to increase operational efficiency, reduce downtime, and improve the overall user experience.

Additionally, in terms of human resource competency, AI has changed the workforce landscape in the technology and telecommunications sectors [11]. IT professionals and network engineers must have a deep understanding of AI technology implementation and management to ensure optimal network infrastructure. However, while AI has brought many benefits, some challenges need to be overcome. One of them is the issue of data security and privacy, considering the increasing use of AI technology in managing Internet access networks. This report takes a closer look at the impact of artificial intelligence technology, infrastructure, and workforce skills on Internet access networks, as well as related challenges and opportunities. With a deeper understanding of AI's role in transforming telecommunications infrastructure, you can better prepare for an increasingly connected and automated future.

In light of the previous, the purpose of this article is to develop a hypothesis for additional study, specifically to identify the following three effects: Artificial Intelligence Technology's impact on Internet access networks, infrastructure's impact on Internet access networks, and Human Resource Competency's impact on Internet access networks.

II. RESEARCH METHODOLOGY

This article uses the "Literature Review" writing method or the "Library Research" and "Systematic Literature Review" (SLR) methodologies. These methods, which originate from indexing engines like Google Scholar, ScienceDirect, and Library Genesis, are examined qualitatively. The process of finding, assessing, and interpreting all available study evidence to produce findings to address particular research questions is known as systematic literature review (SLR) outcomes. [12].

Library research supports the development of hypotheses, which is an important component that must be tested. Through library research, researchers can study theories and previous research findings that are relevant to their research topic. It helps researchers build strong, supportive hypotheses and expands their understanding of the subjects they study. Reviews of the literature must be used consistently with methodological assumptions in qualitative analysis. A rationale for doing qualitative analysis is the exploratory nature of the research. [13].

Based on the problem formulation, related research, and discussion, the rationale for this article has been developed as in Figure 1. The framework of thinking: artificial intelligence technology, infrastructure, and human resource competence have an impact on internet access networks. Apart from the three independent variables that affect the dependent variable (Internet access network), there are other variables, namely:

- Service Users (demand): [14]–[18]
- Government Regulations/Laws: [19]–[22]
- Economic/Financial Conditions: [23]–[26]
- Competitors: [27]–[30]

III. RESULT AND DISCUSSION

Based on the background, objectives, and methods, the results of this article are as follows:

A. Internet Access Network

An important element of contemporary telecommunications technology is primarily the internet access network. With internet access, data transfer and communication are faster and more affordable [31]. All aspects can also benefit from secure voice and video conferencing services from short- and long-range internet access networks, high-speed data transfers, and other features [24]. The ability of an Internet access network to handle large amounts of data while reducing costs associated with long-distance communications. In addition, this technology makes it easier for businesses to reach audiences worldwide and access various online services using satellite or fiber optic connections. An internet access network is the infrastructure that allows users to connect to the Internet. It is a critical part of modern telecommunications infrastructure that connects end users with internet service providers (ISPs) and internet resources around the world [32]. The main components of an internet access network include:

1) End Users: These are individuals or organizations that access the Internet. They can use various devices such as computers, smartphones, tablets, or IoT (Internet of Things) devices.

2) Local Area Network (LAN): A network consisting of connected devices within a limited area such as a home, office, or school. Users connect to their local network using Ethernet cables or wireless networks (Wi-Fi).

3) Monitoring device (modem/router): This device acts as a gateway between the local network and an external network such as the Internet [33]. A modem converts data signals from a format compatible with a local area network to a format that
can be sent over a transmission medium such as coaxial cable, fiber optics, or radio waves.

4) ISP Access Network: This is a network owned and operated by an Internet Service Provider (ISP). It connects to many customer monitoring devices and directs internet traffic to and from end users [34].

5) Internet Backbone: The core part of the Internet infrastructure that connects the various access networks of major ISPs and content providers around the world. The Internet backbone consists of a series of fiber optic cables distributed across the globe and is the backbone of global connectivity. A practical example of the use of an internet access network is in the family context, where the internet access network is used to meet the daily internet needs of the family members who live at home [35]. Wireless routers serve as the starting point where devices such as computers, laptops, smartphones, and others can connect to the Internet. In situations like this, internet speed and connection are very important, especially if many family members use the Internet at the same time. The use of strong passwords and network encryption is critical to network security.

Furthermore, in an office environment, where employees communicate and are productive via the Internet network. Wired networks can be used to connect computers and other network devices via wireless routers, Business applications, email, and communication platforms such as video conferencing require high internet speed and stability. Network security is also very important in this case. Firewalls, VPNs (Virtual Private Networks), and strict security policies can help protect a business’s personal information.

Furthermore, in the campus context, internet access networks are very important to support academic activities and enable information sharing between students, teachers, and employees. Campus networks usually cover large areas, such as libraries, laboratories, lecture buildings, and other public areas [36]. A robust network infrastructure and good scalability are required to handle a large number of users, in addition to providing wireless connections throughout the campus. In this case, reliability, speed, and adequate capabilities are essential. Protecting students’ personal data and institutional information should also be a top network security priority.

B. Internet Access Network Technology

DSL (Digital Subscriber Line): DSL uses existing copper wire telephone lines to transmit digital data, allowing users to access the Internet at high speeds over a regular telephone line connection. (2) Coaxial Cable (Cable): This technology uses coaxial cable TV cable infrastructure to provide an internet connection [37]. This cable allows high access speeds and is usually used in urban areas. (3) Optical Fiber: Fiber optic-based connections use fiber optic cables that transmit data in the form of light. This is the most advanced technology that provides the highest speed and bandwidth but is usually more expensive to implement [38]. (4) Wireless Networks: This includes Wi-Fi, LTE, and 5G. They allow wireless internet access and are very popular for mobile connections and wireless internet access in homes and offices.

In the ever-growing digital era, fast and reliable internet access has become an important need for everyone around the world [39]. Satellite internet and 5G networks are the two technologies currently most popular for improving internet connectivity. In recent years, many private companies have launched small constellations of satellites in low orbit, as SpaceX has done with its Starlink project. These constellations consist of hundreds, if not thousands, of satellites that work together to provide internet connectivity around the world [40]. This method has advantages, namely wider internet coverage and higher speeds compared to conventional satellite, but satellite internet has some problems. One of the main problems is high latency because signals have to travel long distances into space and back again [41]. Additionally, high infrastructure and technology costs are often a barrier to providing cheap satellite internet access to people around the world.

Additionally, 5G networks have been a hot topic of discussion in recent years. 5G is the fifth generation of mobile technology that offers higher internet speeds, greater capacity, and faster response times compared to the previous generation, 4G [42]. 5G enables the development of advanced technologies such as autonomous cars, the Internet of Things (IoT), and augmented reality (AR) that require reliable and responsive connectivity. This can be achieved through the use of a wider frequency spectrum, which makes it possible to serve more devices simultaneously without reducing internet speed [43].

C. Challenges and Innovation

Capacity and Speed: As demand for internet-based services such as video streaming and cloud computing increases, there continues to be pressure to increase the capacity and speed of internet access networks [44]. Affordability: Challenges remain in ensuring affordable internet access for everyone around the world, especially in rural and developing areas. Security: Protection against cyber attacks and user privacy are primary concerns in the development of internet access networks [45]. Internet of Things (IoT): The growth of IoT places additional pressure on internet access networks as more connected devices require greater bandwidth and connectivity [33]. With continued innovation in network technology and investment in telecommunications infrastructure, internet access networks will continue to develop to support increasingly complex and rapidly growing digital communications needs [46]. The following strategies and solutions can be used to overcome Internet access network problems, such as capacity, affordability, security, and Internet of Things integration:

1) Increased Network Capacity: Investments in updated physical infrastructure, such as fiber cabling, should be made to increase optical network capacity and speed [47]. Then, to improve network scalability and disruption, innovative wireless technologies, such as mesh wireless networks or solar-powered blimp technology, are used, along with software resolution networking (SDN) technologies and cloud-based networks.
2) Increase Affordability: To increase affordability, you must reduce infrastructure costs, use more efficient technology, encourage internet service providers to invest in underserved areas, and use innovative business models, such as sharing infrastructure costs between internet service providers [48].

3) Improved Security: To improve security, one should use artificial intelligence-based security solutions, such as artificial intelligence-based intrusion detection and network behavior analysis [49]. To detect and prevent security attacks, then carry out real-time network monitoring using an artificial intelligence system that can find unusual threats and attack patterns, as well as carry out training and security awareness for network users to reduce the risk of phishing attacks, malware, and other attacks.

4) Internet of Things (IoT): Integration To integrate the Internet of Things, it is first necessary to optimize the network infrastructure to allow many IoT devices to be connected and accessible, then create a secure and efficient standard communication protocol for connecting IoT devices, and then use analytics data and artificial intelligence to process and manage the vast amounts of data generated by IoT devices [50].

5) Innovation in Problem Identification: To provide innovation in problems, one must apply advanced network monitoring technology using artificial intelligence and data analytics to identify network problems proactively [51]. Then, it uses machine learning techniques to analyze the data and find patterns that indicate network problems, such as interference or poor performance. Apart from that, regional communities must be involved in identifying these patterns.

D. Artificial Intelligence Technology

The development of artificial intelligence (AI) technology has become a major subject in the world of modern technology [52]. AI has penetrated various fields, from industrial automation to medicine. In this paper, we present an up-to-date overview of the challenges and prospects in AI development. We discuss the latest advances in machine learning, deep learning, reinforcement learning, and AI applications in various industries. We also evaluate the ethical and social barriers that arise as AI adoption increases. Finally, we summarize the future potential of AI and research directions that need attention. AI has become the center of attention in various industries and disciplines. From business process automation to the development of autonomous vehicles, AI has opened the door to new possibilities. In this article, we will explore some important aspects of artificial intelligence technology and explore its paradigm-shifting impact.

AI can be applied in a variety of industries. One of the main areas where AI has demonstrated its impact is in the manufacturing industry [53]. With integrated AI systems, production processes can be significantly optimized, leading to greater efficiency and reduced production costs. Additionally, in the healthcare sector, AI is used in medical diagnosis, drug development, and patient monitoring to improve the quality of care and quickly identify potential health problems [54]. Despite its tremendous potential, AI also poses some serious challenges. One of them is the issue of data privacy, where the use of AI to collect and analyze personal information can threaten individual privacy. Additionally, attention should also be paid to the ethical implications of AI use, including issues of fairness and bias that may occur in AI-based decision-making. Artificial intelligence technology has been studied by several researchers [55]–[60].

E. Infrastructure

Internet access network infrastructure plays a crucial role in driving economic and social growth in the contemporary era [61]. We present an in-depth review of the role, challenges, and prospects of internet access network infrastructure in facing global demands for fast, reliable, and inclusive connectivity. By considering technical, economic, and social factors, this article outlines the importance of continued investment in Internet access network infrastructure as a key foundation for digital progress. Internet access network infrastructure is the backbone of digital transformation throughout the world [62]. With the increasing demand for fast and reliable internet access, strong infrastructure is the key to meeting this need. This article aims to outline the important role of internet access network infrastructure in supporting digital growth and explain the challenges faced and prospects.

Internet access network infrastructure is the main foundation for the growth of the digital economy, enabling access to new information, services, and opportunities [63]. With strong infrastructure, digital innovation can develop rapidly, create new jobs, and increase productivity in various economic sectors. In addition, internet access network infrastructure also plays an important role in improving access to education, health services, and e-government, all of which are important elements of digital inclusion and sustainable social development [34].

Although the importance of internet access network infrastructure is widely recognized, there are still several challenges that need to be overcome in its development. One of the main challenges is the accessibility and reliability of infrastructure in rural and remote areas, where construction and maintenance costs are often high while per capita income is low. In addition, regulatory factors, data security, and privacy are also important considerations in developing a successful Internet access network infrastructure. Cooperation between government, the private sector, and civil society is needed to address these challenges effectively.

With the continued increase in demand for fast and reliable connectivity, the future prospects for internet access network infrastructure remain bright. Technological innovations such as 5G networks, satellite internet and related technologies will play a critical role in improving the quality and coverage of internet infrastructure around the world [64]. In addition, a sustainable approach to the development of internet access network infrastructure, which takes into account economic, social, and environmental aspects, will be key in ensuring that the benefits of digital growth can be enjoyed equally by everyone throughout the world.

Rebuilding or updating the necessary physical infrastructure is the first step in improving internet infrastructure. Covering
fiber optic cables, communications towers, and wireless base stations in unserved areas is part of this. In some cases, this involves building new infrastructure in remote or isolated areas that previously did not have internet access so that communities can experience the benefits directly [65]. For example, better access to information, education, and online educational resources will help increase literacy levels, open up more educational opportunities, and empower people to participate in education. Internet access network infrastructure has been studied by several researchers [24], [32], [66]–[68]

F. Human Resources Competence

Human resource (HR) competency has become a major focus for organizations that want to maintain their competitiveness in an increasingly complex and rapidly changing market [69]. In the modern knowledge economy, the human ability to adapt, learn, and innovate is key to achieving competitive advantage. Therefore, organizations need to understand the concept and implement effective HR competency development strategies. HR competency refers to the collection of knowledge, skills, attitudes, and behavior possessed by individuals in an organization [70]. It includes the technical and non-technical abilities required to perform tasks effectively and achieve organizational goals. Types of HR competencies can be divided into two main categories: technical competencies (for example, expertise in the use of technology or programming languages) and behavioral competencies (such as communication, leadership, and teamwork skills).

Organizations can use a variety of strategies to develop HR competencies, including training and development, selective recruitment, project assignments, mentoring, and experience-based learning [71]. It is important to adapt the development strategy to the specific needs of the organization and integrate it into the culture and structure of the organization. Research has shown that HR competencies have a significant impact on organizational performance. Organizations with competent human resources tend to be more innovative, productive, and adaptive to environmental changes. Apart from that, strong HR competencies can also increase employee satisfaction, retention, and the organization's brand image. Managers and organizational leaders need to recognize the importance of investing in HR competency development as a strategy to achieve long-term competitive advantage. They must systematically evaluate and identify competency needs, design relevant development programs, and measure their impact on overall organizational performance. Case Study: Initiative to Improve HR Capabilities at Telecommunications Company XYZ, a leading company in the telecommunications sector operating in a developing country. This company realizes how important it is to develop superior human resource competencies in the face of increasingly fierce competition and rapid technological developments [72]. Therefore, they initiated a comprehensive HR competency development initiative to enhance their employees' abilities to face industry challenges.

HR competency development initiatives include needs analysis, implementation of training and certification programs, internal and external training, and career development programs. XYZ Telecommunications Company achieved several significant successes as a result of this initiative, including Improved Performance: Employees who underwent training and certification improved their performance. They better understand the latest telecommunications technology, can handle technical issues more efficiently, and provide better service to customers. Employee retention: HR competency development programs like this increase employee retention. If employees feel valued and encouraged to develop, they tend to stay with the company longer. Lastly, innovation and efficiency: Employees with enhanced competencies are more creative in optimizing business processes, increasing efficiency, and finding new solutions. This helps businesses survive in a changing market. Human resource competencies have been studied by several researchers [73]–[77].

G. Review Relevant Articles

As a basis for determining the research hypothesis that we conducted, we tried to review related research by explaining the results of previous research, the research object, research problems, and differences in solutions provided from related previous research, as in Table I.

<table>
<thead>
<tr>
<th>Paper</th>
<th>Previous Research Results</th>
<th>Similarities</th>
<th>Differences With This Article</th>
<th>H</th>
</tr>
</thead>
<tbody>
<tr>
<td>[8]</td>
<td>Artificial intelligence technology for telecommunications has a positive and significant impact on industrial networks.</td>
<td>Artificial Intelligence Technology has an impact on Internet Networks for communications.</td>
<td>Artificial Intelligence technology is impacting the telecommunications of several industrial networks.</td>
<td>H1</td>
</tr>
<tr>
<td>[11]</td>
<td>Artificial Intelligence and machine learning technology have a positive and significant impact on delivery management.</td>
<td>Artificial Intelligence technology has an impact on human resource management.</td>
<td>Artificial Intelligence Technology has an impact on Internet Access Networks.</td>
<td>H1</td>
</tr>
<tr>
<td>[55]</td>
<td>Artificial Intelligence Technology Infrastructure has a positive influence on preparatory planning.</td>
<td>Infrastructure impacts the Internet Access Network for planning</td>
<td>Technology Infrastructure Intelligence impacts Internet Access Networks.</td>
<td>H2</td>
</tr>
<tr>
<td>[59]</td>
<td>Artificial Intelligence technology has a positive influence on microcontroller simulation systems.</td>
<td>Artificial Intelligence technology has an impact on Internet Access Networks for microcontroller simulation.</td>
<td>Artificial Intelligence technology has an impact on microcontroller simulation.</td>
<td>H2</td>
</tr>
<tr>
<td>[33]</td>
<td>Human Resource Competency has a Resource</td>
<td>Human Resource Competency</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

DOI: https://doi.org/10.25139/inform.v9i2.8109
The basis of the theoretical study that we carried out previously, the discussion of this literature review article, is to review related articles, analyze the impact between variables, and create a conceptual thinking research plan.

A) Impact of Artificial Intelligence Technology on Internet Access Networks

The purpose of this literature review article's discussion, which is based on theoretical studies, is to examine pertinent publications, evaluate the relationship between variables, and develop a conceptual study plan. One of the most significant technological advancements of our century is artificial intelligence, which is revolutionizing how we interact, work, and live. [78]. In the context of internet access networks, the presence of AI also has a significant impact. This article will explain some of the main impacts of AI technology on internet access networks. Artificial intelligence technology has an impact on internet access networks. This is in line with researchers [55]–[60].

1) Increased Network Efficiency: By using AI in network management, internet service providers can improve the efficiency of their infrastructure. AI can monitor network traffic in real-time, identify usage patterns, and allocate resources dynamically. This can reduce network downtime, increase access speed, and optimize overall network performance.

2) Security Improvements: AI can also be used to improve internet network security. AI systems can monitor network activity to detect cyber attacks, such as DDoS attacks or malware. With predictive analysis, AI can identify potential threats before they cause serious damage to the network.

3) Improved User Experience: With the ability to learn user behavior patterns, AI can provide a more personalized and customized user experience. For example, internet services can use AI to recommend content or services based on individual user preferences, increasing overall user satisfaction.

4) Service and Infrastructure Optimization: Through in-depth data analysis, AI can help internet service providers optimize their infrastructure. By predicting user demand and usage patterns, service providers can allocate resources more efficiently, reduce operational costs, and increase network scalability.

5) Ethical and Privacy Challenges: Even though it provides many benefits, the use of AI in internet access networks also raises several challenges, especially related to privacy and ethical data use. Strict regulations are needed to ensure that user data is protected and that decisions made by AI systems do not harm certain individuals or groups.

Machine Learning can be used in internet access network optimization to analyze network traffic data, predict usage patterns, and optimize network resource allocation. Here are some examples of Machine Learning methods in use:

1) Network Traffic Prediction: Machine Learning can help predict future network traffic patterns based on historical data. By understanding these patterns, internet service providers can optimize resource allocation and avoid network congestion.

2) Network Capacity Management: Machine Learning Algorithms can discover unusual usage patterns, optimize bandwidth allocation, and avoid network overload. This allows internet service providers to monitor network usage in real-time and manage network capacity more efficiently.

3) Network Disruption Prediction: Machine teaching can help find and predict possible network disruptions or failures. Machine learning algorithms can provide early warning to internet service providers to take preventive action or fix problems before users notice them by analyzing historical data and environmental elements.

4) Network Automatic Learning: Machine learning algorithms can be used to optimize network settings automatically. For example, algorithms can learn to optimize network routes based on traffic conditions and signal quality, which improves overall network speed and performance.

Optimizing internet access networks with AI technology and algorithms can increase network speed, quality, and efficiency. Internet service providers can provide a better user experience by intelligently analyzing data and making decisions based on identified patterns. However, the use of this technology has several limitations that must be considered. Some of them are:

1) Dependence on Quality Data: Machine learning algorithms require high-quality data to produce accurate results. If the data used is unrepresentative or problematic, the results produced by the algorithm can be unreliable.

2) High Computational Resource Requirements: Training and implementing complex machine learning algorithms requires a lot of computing resources, which can be a challenge in widespread implementation, especially in resource-constrained environments.

3) Interpretability: Some machine learning algorithms, such as neural networks, can be difficult to interpret, meaning the decisions they make may be difficult for humans to explain or understand.
4) Privacy and Security: Because the use of AI technology to optimize internet access networks can involve the analysis of sensitive data, it is important to consider the privacy and security issues associated with the collection, storage, and use of user data.

B) Impact of Infrastructure on Internet Access Networks

Infrastructure plays a crucial role in determining the quality and availability of internet access networks. In this digital era, where internet connectivity is the backbone for various activities, a good understanding of the impact of infrastructure on internet access networks is very important. This article will discuss some of the main impacts of Infrastructure on Internet access networks. Infrastructure has an impact on internet access networks. This is in line with research conducted by [24], [32], [66]–[68].

1) Availability and Quality of Service: Solid and quality infrastructure is the main factor in determining the availability and quality of internet services. Areas that have good infrastructure tend to have faster, more stable, and more reliable internet access. In contrast, areas with less developed infrastructure may experience problems such as slow speeds or frequently dropped connections.

2) Providing Internet Access in Remote Areas: Infrastructure also affects the ability to provide Internet access in remote or rural areas. In areas with good infrastructure, the cost of installing an internet network tends to be lower and more easily accessible to residents. However, in remote areas with limited infrastructure, providing internet access can be more difficult and expensive.

3) Network Scalability: Flexible and adaptable Infrastructure plays an important role in improving the scalability of internet access networks. With continued growth in the number of users and demand for faster internet services, infrastructure that can be easily expanded and upgraded allows service providers to respond to demand more effectively.

4) Technology Development: Advanced Infrastructure also encourages the development of new technology in internet access networks. For example, investments in fiber optic or 5G networks enable unprecedented increases in network speed and capacity, opening the door to new applications and services that take advantage of faster and more stable Internet connections.

5) Financial and Regulatory Challenges: Despite its importance, internet infrastructure development is often faced with financial and regulatory challenges. Building sophisticated infrastructure requires large investments, and sometimes complex regulations can hinder progress in providing equitable and quality internet services.

Public-private partnerships and community-based initiatives can help address infrastructure issues. The following are some strategies that can be used:

1) Public-Private Partnership: Collaboration between the private sector and government can be a good solution to overcome infrastructure problems. The government can work with private companies to build, maintain, and operate the necessary infrastructure [79]. This collaboration can accelerate infrastructure development and reduce the financial burden on the government because the resources and expertise of both parties are combined.

2) Community-Based Funding: An innovative funding alternative is community-based initiatives such as infrastructure bonds or crowdfunding. This initiative allows private or public investors to invest directly in infrastructure projects through the purchase of bonds or small contributions [80]. Initiatives like these can help raise the necessary funds to finance projects without relying entirely on government budgets.

C) Impact of Human Resource Competency on Internet Access Networks

In an increasingly connected digital era, human resource (HR) competence plays a key role in the development and maintenance of an efficient and reliable internet access network [81]. This article will explore the impact of HR competency levels on internet access networks.

1) Technical Knowledge and Skills: Human resources who are skilled in the field of information and communication technology (ICT) play an important role in managing, maintaining, and updating internet access networks. In-depth knowledge of network protocols, hardware and software infrastructure, and network security are important aspects needed to maintain network performance and security.

2) Problem Solving and Disruption Handling: HR's ability to solve problems and handle disruptions efficiently is crucial in maintaining the availability of internet access networks. Trained human resources can quickly identify and resolve issues, reducing network downtime and increasing user satisfaction.

3) Innovation and Development: Creative and innovative human resources can bring progress in the development of internet access networks. They may find new solutions to improve network speed, reliability, and security, as well as implement the latest technologies, such as 5G networks or the Internet of Things (IoT), to improve efficiency and user experience.

4) Professional Training and Development: Investment in training and professional development for human resources is an important step in ensuring that they remain relevant with the rapid development of internet access network technology. Regular training on new technologies, best practices, and cyber security can help improve HR competency and keep networks secure and high-performing.

5) Challenge of Skilled Labor Shortage: One of the main challenges facing the Internet access network industry is the shortage of skilled labor. The demand for trained human resources continues to increase, while the supply of qualified workers is often insufficient. This emphasizes the importance
of investing in education and training to produce high-quality human resources in the field of information technology.

Employee capabilities have a direct impact on improving network performance and reliability, such as fast and efficient handling of technical problems: the team managing the network can find and fix technical issues quickly [82]. They understand the latest technology, can solve complex problems, and understand network systems well. In this way, the time required to fix problems can be reduced significantly, thereby improving the performance and reliability of the internet access network. For example, an experienced network technician can quickly inspect and repair problems with failed network hardware [83]. They may have a deep understanding of network device configurations and can perform accurate analysis to find the source of the problem. In this situation, high human resource capabilities enable technical disruption to be handled quickly and efficiently, allowing immediate Internet network recovery. Human resource competency has an impact on internet access networks. This is in line with research conducted by researchers [73]–[77].

IV. CONCLUSION

In light of the goals, findings, and debate, this article's conclusion proposes a hypothesis for additional study. H1: That internet access networks are influenced by artificial intelligence technology makes sense and may be true. However, it is important to remember that many other factors also influence network development, and artificial intelligence technology is just one component that helps improve network performance and quality. H2: The fact that infrastructure affects internet access networks is true. The physical network infrastructure, hardware, and software that support it are critical to providing good connectivity and adequate quality internet service. Building a strong and reliable infrastructure is an important step in increasing internet access and meeting people's connectivity needs. H3: Human resource competence influences internet access networks. Human resource expertise, knowledge, and capabilities in designing, managing, and maintaining Internet networks are very important to ensure network quality, performance, and security. Investment in training and development of high-quality human resources in this field will have a positive impact on the development of Internet access networks.
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